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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: Following the Rapporteur’s guidance from the NWM discussion, this contribution presents additional use cases for multiple user identities in a single User Identity Profile (UIP). It also examines the potential benefits this approach could provide. 
1 Background
In the NWM discussion, Question KI#1.4 “Question KI#1.4 asked “There is an editor’s note in the conclusion that says that whether more than one User Identity can be in the User Identity Profile is FFS. Should it be possible for more than one User Identity to be in a User Identity Profile? If yes, then what is the use case?”

In NWM discussion, 16 companies responded. Eight companies expressed a preference that there should only one user identity in the User Identity Profile (UIP). Six companies expressed a preference that it should be possible for more than one user identity to be in the User Identity Profile. Two companies were neutral or indicated that the question is out of scope.

Some of the companies that indicated a preference for only one user identity per User Identity Profile also indicated that they were open to listening to use cases, but generally prefer to keep things simple.

It is further proposed by the Rapporteur to continue the discussion. Discussions should focus on the use case and what complexities, if any, arise from allowing multiple user identities to be included in the user profile. Note that some responses to this question described supporting use cases, companies are encouraged to review these use cases and see if they are convinced.
2 Discussion
As specified in TS 22.101, User Identity Profile refers to a collection of information associated with the User Identities of a user.
The definition indicates UIP could include one or multiple User Identifies. Whereas User Identity refers to information representing a user in a specific context. A user can have several user identities, e.g. a User Identity in the context of his profession, or a private User Identity for some aspects of private life.
In one use case described in TR 22.904, e.g., in the internet-world a user might choose to use her company email address when registering and using services (access to web portals) that she needs for her work. For access to other sites, e.g. online shopping or login to information servers concerning some hobby, she might use other email addresses. In this example the email addresses are the user identifiers that identify the different identities of the user for certain web services.
In yet another valid and practical example, a human user might have an identity as a regular consumer in the 5GS. And the same human user might have the other identity as a VIP gaming customer in the 5GS. In the UIP for this human user, it includes regular consumer user identity, e.g. best-effort data service with a User ID, as well as other relevant information belonging to this consumer user identity. While in this human user’s the other identity within this User Identity Profile, e.g. VIP gaming user identity, it could have a different User ID used to identity his/her gaming user identity, along with the information for an enhanced 5GS service, e.g. VPN services, low-latency, and guaranteed bit rate, etc.

It should be noted that the objective of this key issue is to identify the “human user” of a subscription. If multiple identities belong to the same human user, they should naturally be included in one profile, so that the 5G system could accurately identify the human user. Other benefits of including multiple user identities in one UIP includes,
- It allows the 5G system to conveniently identify traffic associated with the same human user, even if the user is accessing the system with different identities at different times, assuming only one User ID is active at any given time.
- It reduces the total number of UIPs that 5G system need to maintain as there is no need to establish one UIP for each user identity of the same human user.
In contrast, restricting one UIP to contain only one User Identity (and thus one User ID) requires creating multiple UIPs for a single human user with multiple identities, a common scenario defined in TS 22.101. This approach makes it challenging to determine which UIPs belong to the same human user.
2	Proposal
It is proposed to remove the following Editor’s note in clause 8.1 of TR 23.700-32.
Editor's note:	Whether there can be more than one User identifier in the User identity Profile is FFS. The IE in the User Identity Profile is FFS.
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The following bullets are the interim conclusion principles for KI#1:
Editor’s note: 	The above conclusion principles are only tentatively agreed.
-	The User Identifier format is NAI.
-	The User Identity Profile may contain:
-	one or more User Identifiers;
-	a list of linked subscriptions.
Editor's note:	Where the User Identity Profile is stored is FFS.
Editor's note:	Whether there can be more than one User identifier in the User identity Profile is FFS. The IE in the User Identity Profile is FFS.
-	The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
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